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realized through the use of the C2+ technology without

increasing the potential for fraud by allowing authorized

cellular customers to use emulation phones under the fol­

lowing limited conditions:

First, any customer requesting modification or emu­

lation of an ESN must execute a written authorization agree­

ment and present evidence that: (a) he is an authorized cus­

tomer of a particular cellular system; and (b) the cellular

phone whose ESN is being emulated is owned by him and is

registered with the cellular carrier as his primary cellular

phone. This information should be made available to the

related carrier or appropriate federal agency by the emulation

provider at reasonable intervals for verification purposes.

Second, the ESN alteration (emulation) must be done

by an encrypted method which is ineffective without encrypted

authorization codes issued by a responsible party holding a

valid FCC Radio-Telephone License of Second Class or above.

No one should be authorized to produce codes other than a

responsible party who maintains accurate records of all codes

issued.

Third, all decryption devices used in the emulation

process must be designed so that attempts to use the device

without the proper unique encrypted authorization "keys" will

render the phone inoperable.

Fourth, the subscriber must notify his billing car­

rier of this emulation prior to using the phone on the car­

rier's system. The carrier should have the right to terminate
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service to any customer who has not registered with the car-

rier prior to using an emulation phone.

Fifth, the importation, possession, or use of any

ESN modification device that does not meet the above encryp-

tion criteria should be a felony under Title 18 of the United

States Code.

Sixth, carriers should be specifically prohibited

from taking any discriminatory action against their customers

who elect to use emulation phones provided that the customers

comply with these requirements.

v. The Adverse Findings Made Against C2+ Should Be
Vacated.

Finally, the Commission should vacate its finding

that lithe use of the C2+ altered cellular telephones consti-

tutes a violation of the Act and our rules. II Report and Order

at ~62. The Commission gave no notice that in addition to

promulgating rules which would apply prospectively, it was

going to use this proceeding to adjudicate whether particular

conduct (i.e. use of a C2+ extension phone) violated its

existing rules. In addition to this fundamental procedural

flaw, there is no substantial record support for the Commis-

sion's finding.

In its Notice of Proposed Rulemaking, 7 FCC Rcd.

3658 (1992) at ~1 ("NOPR"), the Commission stated that the

purpose of this proceeding was lito revise Part 22 of our

Rules ... to make our Rules easier to understand, to eliminate

outdated rules and unnecessary information collection require-
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ments, to streamline licensing procedures and to allow

licensees greater flexibility in providing service to the

public. II NOPR at ~1. Nowhere did the Commission provide

notice to C2+ or any other interested party (i.e. consumers

using C2+ extension phones) that this proceeding could result

in a finding that their conduct constituted a violation of

existing Commission rules. Because C2+ and other parties were

deprived of such notice and therefore had no opportunity to

present evidence regarding these issues, the Commission's

findings against C2+ in Paragraph 62 of the Report and Order

must be vacated for failure to comply with the Administrative

Procedure Act. See Nat'l Black Media Coalition v. FCC, 791

F.2d 1016, 1022 (D.C. Cir. 1986) (an agency rulemaking must

IIfairly apprise interested persons of the subjects and issues ll

involved) .

Moreover, there is no factual support in the record

for the Commission's conclusion. The Commission determined

that lithe use of C2+ altered cellular telephones constitutes a

violation of the Act and our rules ll based on its conclusion

that IIcellular telephones with altered ESNs do not comply with

the cellular system compatibility specification and thus may

not be considered authorized equipment under the original

type-acceptance. II Report and Order at '62. However, the

Commission never explained how C2+'s ESN emulation works, how

it allegedly violates the cellular compatibility standard, or

-24-



+---

how it would invalidate the original type-acceptance. 11 There

is absolutely no information in the record on any of these

issues, largely because the NOPR gave no notice that the

issues were included within the scope of this proceeding.

Conclusion

There is no record evidence that a bona fide cel-

lular customer using the C2+ technology to make and pay for

calls from a second cellular phone which emulates the ESN of

his primary phone in any way engages in or facilitates cellu-

lar fraud or otherwise violates the Commission's rules. Con-

sequently, it is arbitrary and capricious for the Commission

to prohibit the C2+ service when such prohibition contributes

nothing to fraud prevention, forces consumers to pay unneces-

sary monthly recurring charges and further insulates the

duopoly cellular carriers from competition.

Respectfully submitted,
December 19, 1994

iffiOthY:itZ. on
Thomas F. Bardo
Carter, Ledyard & Milburn
1350 I Street, N.W., Suite 870
Washington, D.C. 20005

Attorneys for
C-Two-Plus Technology, Inc.

11 Moreover, the Commission found that use of C2+ phones
violates "the Act and our rules" in all instances, without any
determination that a particular phone was: (a) being operated
without the carrier's permission (see Report and Order at
'60) i or (b) using the same ESN as another phone (see Graydon
Aff. at '1).
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AFFIDAVIT OF STUART F. GRAYDON

Commonwealth of Alabama

County of Montgomery
ss.

I, Stuart F. Graydon, being duly sworn, do hereby

depose and state as follows:

1. I am a Director and the former President of

C-Two-Plus Technology, Inc. (IC2+"). I was actively involved

in the development of, and I am fully familiar with, the

encryption technology and decryption device used by C2+ to

enable a bona fide cellular customer to make and be billed

for calls using a second phone which II emulates II the Elec­

tronic Serial Number ("ESN") of that customer's primary cellu­

lar phone. This enables the calls made from the second phone

to be billed to the customer's primary cellular phone, without

requiring paYment of an additional monthly recurring service

charge to the cellular carrier for the second phone. Although

the vast majority of our customers use our service for this

purpose, C2+ also uses its emulation technology to permit a

bona fide cellular customer to replace a defective phone while

retaining his original ESN.

2. C2+ experience and market studies have indicated

a substantial demand for our services. Aside from the flexi­

bility of making calls from a portable cellular phone in addi­

tion to their car-mounted phones, cellular subscribers have

expressed interest in this service primarily for reasons
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of personal security (i.e. to enable a spouse to carry and

use a portable). Our estimates indicate that as many as 30 to

40 percent of cellular subscribers would use additional cel­

lular phones if they did not have to pay additional monthly

recurring service charges. Based on responses from our cus­

tomers, the ability to make calls from a second phone signifi­

cantly increases their cellular usage and the corresponding

calling or "air time" charges from their carrier.

3. The technology employed by C2+ took over two

years to design, test and implement. It does not physically

alter the customer's cellular phone in any way. C2+ does not

alter the ESN circuitry or the manufacturer's software in the

phone. Rather, application of the C2+ technology causes the

customer's second phone to emit information which emulates the

ESN of the customer's primary phone, thereby identifying the

customer as the authorized party to be billed for calls made

from the second phone. C2+ accomplishes this by sending

encoded instructions to the customer's phone, using codes

which are stored in and encrypted by C2+'s mainframe computer

and decoded by a decryption device (the "NAM Emulation Pro­

gramming Device" or "NEPD") attached for that purpose to the

customer's phone. The customer's cellular phone is no more

susceptible to fraudulent use or ESN tampering after appli­

cation of the C2+ technology than it was when it left the

manufacturer's factory.
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4. The NEPD is virtually useless without the

encryption and decryption codes or "keys" provided by C2+.

The odds of programming a phone with a working ESN using the

NEPD without the C2+ "keys" are substantially greater than one

in a trillion. The NEPD device is designed to cause a cellu­

lar phone to "lock-up" after several erroneous data entries,

thereby rendering the phone inoperable long before a working

ESN can be programmed at random by using the NEPD without the

encryption/decryption "keys" provided by C2+.

5. For example, in September 1992, at the request

of the Cellular Telecommunications Industry Association

("CTIA"), C2+ provided CTIA with a phone and one of its NEPD

devices to demonstrate our technology and its security. CTIA

apparently attempted to emulate ESNs using the NEPD device

without the C2+ encryption/decryption "keys," and the phone

locked up, rendering itself inoperable. We understand that

the phone had to be restored to operating condition with the

assistance of the manufacturer. Thereafter, using the device

with encryption codes provided by C2+, CTIA was able to emu­

late the ESN of a "primary" phone. Apparently, CTIA later

attempted again to emulate a working ESN using only the NEPD

without the C2+ encryption keys. When the phone was returned

to C2+, it was again "locked-up" in a manner consistent with

the security measures used by C2+, indicating that unsuc­

cessful attempts had been made to emulate the ESN without the
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appropriate keys from C2+. In addition, when returned by

CTIA, the NEPD device had been damaged and no longer worked.

6. C2+ repeatedly asked CTIA to confirm that it had

tried without success to program a working ESN using the NEPD

without C2+ supplied encryption keys. CTIA never responded to

those requests. CTIA admitted that when used with the C2+

encryption keys, the emulation process was successfully com­

pleted, but refused to respond to questions about their

unsuccessful efforts to emulate a working ESN using only the

NEPD without the C2+ keys. See Exhibit A, hereto.

7. C2+ takes substantial steps to ensure against

theft of our programming instructions. All instructions are

encrypted at C2+ and must be decrypted by the dealer using our

decryption device. The C2+ encryption/decryption keys are

based on several different information sources, including the

ESNs of the customer's "primary" and "secondary" phones. Con­

sequently, the keys cannot be used with any phones other than

those presented by the customer. Likewise, the keys will work

only with the specific NEPD decryption device used in that

transaction. They will not work with any other NEPD or any

other decryption device. Thus, the encryption technology used

by C2+ ensures against its use by unauthorized third parties.

8. C2+ performs emulation services only for legiti­

mate cellular customers who seek our service so that they can

have the flexibility of using a second phone to make cellular

calls which will be billed to their primary cellular phone.
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C2+ makes substantial efforts to ensure that its customers are

bona fide cellular subscribers. Every customer must complete

an authorization form, certifying that he is an authorized

cellular customer and including his social security number,

driver's license number, home address, and landline telephone

number (i.e. not his cellular telephone or "MIN" number).

When working with a dealer, we require the dealer to inspect

the customer's driver's license (or make other visual proof of

identity) to ensure that the customer appearing before the

dealer is the authorized cellular subscriber. In some cases,

C2+ may require a copy of a recent bill from the carrier to

ensure that the customer is a bona fide cellular subscriber.

9. In addition, C2+ emulates only the ESN portion

of the customer's ESN/MIN/SID code. The remaining information

regarding the mobile identification number ("MIN") and system

identification number ("SID") must be programmed by the cus­

tomer or the dealer. Without that information, the phone is

useless.

10. Recognizing the substantial demand among con­

sumers, certain cellular carriers have begun to offer a

"2 phones/1 number" service. These carriers typically require

a recurring monthly service fee of $20 to $40 for that service

and permit the customer to roam with only his "primary" phone,

unless the customer follows additional registration procedures

and/or pays additional service fees. Like those carriers, C2+
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advises its customers that ~mcier no circumstances can more

than one of the phones be used at the same time. H::>wever, the

C2+ service differs from the services offered by the carriers

because: (a) there are no additional monthly recurring

charges for the C2+ service i and (b) the C2+ service enable's

either phone to roam.

11. C2+ has been in business for over four years.

We have never been informed by anyone, including any cellular

carrier, that a customer for whom we performed our ESN emula-

tion service was involved in fraudulent use of cellular ser-

vices, nor have we ever been informed of anyone successfully

using the NEPD to emulate a working ESN without obtaining the

requisite encryption keys from C2+. To our knowledge, no one

has ever used a C2+ NEPD device, C2+ encryption technology, or

a C2+ "emulation ll phone to commit cellular fraud.

~..J.J----

Subscribed and sworn to before me this
I~r~day of December, 1994.

~/~L~i
tary Pu 1.C
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September 25, 1992

Mr. Rick Graden
Chief Engineer
Cellular Two Plus
3174 Mobile Highway
Montgomery, AL 36108

Dear Mr. Graden:

Thank you for the opportunity to discuss with you today the C2 + technology. I
appreciate your cooperation with sharing details of how the NAM Emulation Programming
Device operates. I look forward to receiving the unit for purposes of reviewing with CTIA's
technical staff.

As I stated, CTIA is very concerned with any device that may be used to commit fraud.
Examination of the NEPD will provide us with a better explanation of how the system operates,
and whether it poses a: fraud issue.

We are also concerned with industry compliance with the Federal Communications
Commission rules on ESN security. As I more closely examine the C2 + procedure for
overwriting the existing ESN with the duplicate ESN, I will share my thoughts with you.

CTIA's examination of C2+ is solely for the purpose of furthering our understanding
of how your product relates to individuals using it for fraud. Our review is not an endorsement
of your product.

As our study progresses, I will contact you. If you have any questions, please do not
hesitate to contact me at (202) 785-0081.

z:~;~
Eric Hill
Director of Industry Security

Cellular Telecommunications Industry Association
1J33 21st St. N.W., Third Floor. Washington. D.C. 20036. (202) 785·0081. FAX (202) 785-0721



\ ...•

.~ .-

1174 Maltll. H...., - ~,AL:•• - .Phone (205] 214-0214 - FAX 114-7110
- . '. . .. ~.:.. ... .'. '.:.' .'. . . '. .

" " '•. ":' ·;'i· " .:~.. ; .~ . ~".: ,:, ,. . . . --:-:. .J

tft''f'i.i:· E.. RIC" .. NIL. L
I .

:". . .

Nove~ber 10, 1992 VIA FAX (202) 785-0721

Mt. E~lc Hill, Direttor O~~I~~bstrySecurity
C.T.I .A. .'~ .
1133 21st st. N.~., Third.PI4ot.·
Washington, D.O. 20036' ... ; '.

Dear Eric: ..... ,

We reeel'led your let.ter toeSayancS' anticipate your return of our device.
, .'

. , .

At your request we shipped ycUJ a NEPD Device so that you could determine
if it could be used by una\itho~lze~ persons to commit theft of services.

You stated in our conv.rsatlo~. that you wo.ld send us a complete report
of your testings but app.r.nt~y they were left out of your letter. We
know that before we gave youth. specific codes to emulate your personal
phone, you locked the phon'e u$J •. We advised you that it would elUler hay
to be sent to us to unlock or,the factory and you were able to unlock it
through the assistance of the .phone manufacturers engineers.

In regards to your te.tln9j-~\•••e give us the following:
;', to:"~ t.

1. Were you able to propetiy emulate the primary phone with the
information (loading code.)~hat we gave you?

2. Were you able to load any other numbers into the NEPD and
successfully emulate any other. numbers?

3. Can an unauthorized person use our NEPD to emulate, clone, or alter
an ESN without C2i supplying the specific emulation codes?

Hay we please have your imm,diate FAX answer to the above.

Very ~ruly yours,

C TWO PLUa ~ECHNO'~~~'

stua Gray<!

SFG/me ( /
./



3174 Mobile Highway - Montgomery, Al 36108 - Phone [205] 264-0264 - FAX 264-7190

November 13, 1992 VIA FAX (202) 785-0721

Mr. Eric Hill, Director of Industry Security
C.T.LA.
1133 21st st. N.W., Third Floor
Washington, D.O. 20036

Dear Eric:

On November 10 I faxed you a request for your test report on the NEPD
Device which we sent at your request for the specific purpose of your
determining how our product relates to individuals using it for fraud.

Further, you said that as you more closely examine the C2+ procedure that
you would share your thoughts with us. To date we have not received any
of this information which we considered to be the basis of our agreement
to provide you the necessary equipment and information to make this
evaluation.

We again request the following:

1. Were you able to properly emulate the primary phone with the
information (loading codes) that we gave you?

2. Were you able to load any other numbers into the NEPD and
successfully emulate any other numbers?

3. Can a person use our NEPD to emulate, clone, or alter an ESN without
C2+ supplying the specific emulation codes?

We should be advised timely that if you have knowledge of any individuals
using our Device for fraud (theft of services), who they are, when it
happened, and under what conditions the fraud occurred.

As I have stated to you several times, we are as concerned with Cellular
fraud as much as you and the carriers are and we take extensive steps to
prevent this when we could detect it or it was brought to our attention.
Failure to cooperate with us in determining theft of services will
ultimately hurt the ones who we are trying to protect at our expense bu~

for their benefits.

May we please have your immediate FAX answer to the above.

Very truly yours,

SFG/me
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Mr. Stuart F. Graydon
President
C Two Plus Technology
3174 Mobile Highway
Montgomery, AL 36108

Dear Mr. Graydon:

November 13, 1992

I am responding to your recent request for additional information concerning examination
of the C2+ NEPD.

Following your instructions, we were able to clone an NEC electronic serial number into
the Audiovox phone, using the loading codes and procedures provided by C2+. We also were
able to confirm that the factory set ESN associated with the Audiovox phone had been altered.

While we did not attempt to reverse engineer the NEPD and the computer chips that
accompany the de"ice, I am confident it can be done, just as C2+ was able to reverse engineer
the firmware of the phones which you are now able to clone.

If you have any quesdons, please do not hesitate to contact me at (202) 785-0081.

Yours Sincerely,

Eric Hill
Director of Industry Security

cc: Michael Altschul, CTIA VP '" General Counsel

Cellular Telecommunications Industry Association
11" ?1 d~' N W "noi..... Flnnp. Wuhh..,tnn. n.("'. ?M~flO. ,.,,\?\ ".<...Mil' • 1:'1> V ,.,n'" .,0(" n.... '



3174 Mobile Highway - Montgomery, Al 36108 - Phone [205] 264-0264 - FAX 264-7190

November 14, 1992 VIA FAX (202) 785-0721

Mr. Eric Hill, Director of Industry Security
C.T.LA.
1133 21st st. N.W., Third Floor
Washington, D.O. 20036

Dear Mr. Hill:

Thank you for your Fax response to my two requests for the test results of
our Device answering the first question we posed. May we please have the
answer to our other questions also.

2. Were you able to load any other numbers into the NEPD and
successfully emulate any other numbers?

3. Can a person use our NEPD to emulate, clone, or alter an ESN without
C2+ supplying the specific emulation codes?

(4) We should be advised timely that if you have knowledge of ANY
individuals using our Device for fraud (theft of services), who they are,
when it happened, and under what conditions the fraud occurred.

You indicate that you could reverse engineer our Device and its computer
chips and I agree that with the equipment and engineering staff and
assistance from the manufacturers associated with CTIA you could do this.
Our concern is that since your representation as to the purpose of us
allowing you to test the Device is to further your understanding of how
our product relates to individuals using it for fraud. This is a direct
claim that there are individuals using it for fraud and we feel that we
have a right to know, as requested in (4) above, if this is the real
reason for your request to test the device.

Again, we are as concerned with fraud and want to stop it as you or the
carriers are but we cannot assist you in those measures if you declirte to
specifically address our questions.

May we please have your immediate FAX answer to the above.

Very truly yours,

C TWO PLUS/TECH

hi!:::v Craydon
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November 19, 1992 VIA FAX (202) 785-0721

Hr. Eric Hill/, Director of I,nduatry ••c;u~lty
C.T.LA.
1133 21st st. N.W., Third V~oot

Washington, D.C. 20036

Dear Hr. Hill: .. ,

Reference our several reque.ta for information concerning your tests of
our NIPD-IOO Device, we have not had 'the courtesy of a reply. Hay we
please have this information pro~ptl~:

2. Were you able to load any othel:: numbers into the NIPD and
successfUlly emulate any o~h.t'fau~er.?

3. Can a person use our MDD to ••ula-te, clone, or alter an BSN without
C2+ aupplylnC) the specl!lc .•I!'U~.tlon codes?

(4) We should be advised timely t~atlf you have knowledge of ANY "
individuals using our Devicefot fraud (theft of services), who they are,
when it happened, and under what conditions the fraud occurred.

Again, we are as concerned with f~.~d.nd want to stop it as you or your
carrlers are but w••r. unable ~o ai.l.t you Intho••••••ur•• If you
choose not to cooperate Wit" ua .1~~,p.,~rID9'our speelflc questions.

Hay we please have your immediate tAX anawer to the above.

Very truly yours,

SFG/me

.~. : '



February 17, 1993

Mr. Stuart F. Graydon
President
C Two Plus Technology
3174 M~ile Highway
Montgomery, AL 36108

Dear Mr. Graydon:

The $3,354 invoice to CTIA dated 1131193 is for services which you agreed to
provide free of charge in exchange for CTIA's review of the C2+ equipment. You invited
us to thoroughly test and attempt to corrupt your device as part of our review process. All
equipment was returned to you on 1113/92.

I appreciate the cooperation you were able to afford us in our review of your
equipment and hope the invoice was sent in error.

Yours Sincerely,

t·~
Eric Hill
Director of Industry Security

Cellular Telecommunications Industry Association
1133 21st St. N.W.• ThUd Floor. Wubin&tQD. D.C. 20036 e (202) 78S-0081e FAX (202) 78S-0721 recycled paper
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March 2, 1993 -.,.. '

." .... '."

VIA FAX (202) 785-0721

Mr. Eric Hill, Director, of Indust(y':.secudty
C. T. LA. ",,:, ,:""
1133 21st St. N.W., Third Floor·,.,.
Washington, D.C. 20038 .,.1 .' '~I·':-."'.

Dear Mr. Hill:

We received your letter tod~Y·e6ric~r~i~g·ourinvoice. ..;.... '.;'.-:.: - .. .'

To clarify the sUuation>v'OunaqUested to testa device for the
speci fie purpose of .. furth ....ingy~ut under·standing of how our product
relates to individuals using it f~~ fraud", and we agre~d to furnish one
ONLY for this purpose. We prov1.dedttle necessary information and
materials for you t.o perform a normal emulation and did NOT give you
permission to deliberately att.m~~ to corrupt the device but ONLY to prove
conclusively, (and which Your.t,' .~~;p. co",firmed), that our device could not
be used by unaut hor i zed, persons ·t!- commit fraud.

At no time did we consent to your using the device for ANY purposes
other than that stated. We mOst emphatically' did NOT give you permission
to damage the Device or the ~hon.. There is no way that the condition in
which you returned the items could have occurred except through deliberate
attempts to destroy the Device and phone •.

On at least three occasion. we requested a copy of your test
procedures and their results. we.sked four specific questions:

! <' •.;

(1) Were you able to properl·y",ulatethe primary phone with the
information (loading code.) that'". gav. YOU?' "

i.I' :·/~i.H -,
(2) Were you able to load any:-~t"'.r! numbe'-s into the NEPD and
succe.sfully emulate any other ~~.b.r.?

~: -.~ ~, .. .
(3) Can an unauthorized peraon ij•• ourNEPD to emulate, clone, or alter
an ESN without C2+ SUPP1Ying:..~~~~,~P.'~:~f1C el'l)ulation codes?

(4) We should be advised titnelythat if you have knowledge of ANY
.individuals using our Devi~efor·1raud (theft of services), who they are,
when it happened, and under,hat~~onditio~s the fraud occurred.

,~ <:;.., " '; I ")
,,~;7~~ /L fit'! I
~.~;~D~; ~
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ERIC HIll, CTIA

t" L .'

Page 2

.;::: .. / "" ,"

. , ", ~i::',,:",:i ~,i .:..::.,' :~~ \ . , ,.'.. .' . .' '. .' .' .
After three (3) wri.tten (.t2U.• s~~.",·:you finally responded with a'h

answer to the first q~estion oi'\fy~~.~hf~h ~.s obvi()us. Since you decline
to answer the other three," we ,,!u)h' l~e:r.fore conclude th~t the answers to
these three are all negat i v.. .' ...... .' .

If this conclusion is not ~()r..r.i~t~ I.a.a.ume that rou will respond to
these specific questions with aPt"~oP'riate explanations .

. ' . .':'~ .....,' . .

Since the dam4ge was outstd~'~f:~~urrre~uested putpose, we feel that
t hesl Char;es are i n order.~~~.~.~,t;Pt ...~.~m~nt to be' fort hcomi ng. '

Very truly yours, i·:~A·'\,,· l.,·

SFG/me

"'TECHNOLOGY ~ ". ' 'j~ j' •

. ',' "I1J". .... ,
': :-'.H.iIl'

; :

j ~ •
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Set Yourself Free With
FlexPhone: The Flexible
Choice in Cellular Service
F1exPhone is a new service from Cellular
One that lets you direct calls on your cell­
ular number to anyone of up to 3 cellular
phones. FlexPhone is not an extension
phone nor will it allow two people to use
the same number. Designed to make staying
in touch easier, FlexPhone is ideal for some­
one already enjoying the hands-free conve­
nience of an installed car phone, but would
like a portable to use olltside the car. The
following information will help you decide
if FlexPhone service is right for you:

How Does FlexPhone World
Once you have decided whether one

or two additional phones will compliment
your lifestyle, call Cellular One or an
Authorized Dealer to initiate FlexPhone.
After activation, you decide which phone
to receive calls on and simply tum the
others "OFF'. When a caller dials your
number, the phone that is "ON" will ring.
The FlexPhone feature will not function
properly if both phones are "ON". Now,
your calls can follow you from car, to meet­
ings, on errands or nearly anywhere else.

What About Roaming?
When you start your FlexPhone ser­

vice, you'll designate the phone you plan
to use outside the Baltimore-Washington
coverage area as "Primary" and the
other(s) as "Secondary". That's it-your
cellular service is ready to travel with you
on your "Primary" phone. You cannot use
your "Secondary" phones to roam unless
you first redesignate your FlexPhone
service with Customer Care. (There's
no charge for redesignation. May take
up to 48 hours to complete.)

Can Two Phones Sharing One
Number Call Each Other?

No, since only one phone will operate
at a time, you can't use F1exPhone to call
between phones sharing the same number.
To accomodate this, you would need to
use the full value of two Cellular One
phone numbers.

Two Ways to Start
Enjoying FlexPhone
FlexPhone service is available for Cellular
One customers that want to operate two
or three cellular phones with the same
cellular number. The following
F1exPhone pricing is effective for cus­
tomers using any Cellular One rate plans
in addition to their current rate plan
monthly fee:

• Two Phone Service
Add one extra phone to your Cellular
One number for $17.95 per month.

• Three Phone Service
Add two extra phones to your Cellular
One number for $29.95 per month.

(Additional fees for activation of second and/or
third phones are not required. Up to 48 hours may
be required for FlexPhone activation. Regular air­
time charges and applicable sales taxes apply. All
calls are billed to one number on the same bill.
Detailed billing will not distinguish which phone
made a call.)

Ask Your Cellular One
Representative for Details
To learn more about FlexPhone or about
our commitment to providing the best
products, service and value available, ask
your local Cellular One dealer or call
*611 (free from your cellular phone) or
1-800-CELL-ONE.



BelISouth Mobility
A 8fiLSOUTH Company

ThERE'S No BEITERWAY10 STAY IN 1OUCH.'"

The Works On How 2 Phones/1 Number Service Works.
Terms And Conditions

1)To takeadvantage ofthisnew service,simply sign
a12-~ServiceAgreement for any existingor
~Une ($200 cancellatlon fee).
2) 2PhonesI1 Numberservicecom:permonth
in additlon to monthly access and charges.
~ Ifyou're a currentBellSouth Mobility custmner
with two ezisting oelltdarnumbers, the cost to
activate the 2 Phone811 Number service will be
$3~one-thne charge). "
8b) Ifyou're a current BellSouth Mobility custmner
wUh one ezisting cellularnumberor a 1UfW
BellSouth Mobility customer, you'll be charged
a$~adivatl.on fee (one-t1mecharge).
4) 2 PhonesI1 Numberservice is designed to be used

by·one person; It two people share one cellullU' num­
ber, situations could arise in wh1cll incoming calls
couldreach thewrongpartyoreven beunanswerable.
5) Only one phone can be turned on atany on~ time.
Ifboth phones are left on, you may not be iible to
answer your incomingcalls.

6) One phone nmstbe designated as the pr•.
phone, and only tJJa1~C8D be used tor
Switchlngyour primary De deSliri8Bon
done by calling Customer Service and payinga
$30.00~ .... ....
7) Ifyou haveahom alerton yourveh1cle,you'U need"
to disengage the alert when you have your portable
phone on. .

--- - - .,,-------

Customer llbaIllnclemnJry, protectand holdharm_ OMI and
Ita olflcora, ompIoyeea and arenta from and qalDlt any and
aD clalma, actIoa8, PI"OOelldInp. ioIIeI, dam8IeIor Ilabl1ItIClI
(Includinlwithout iImltatloa attorDeyI' feel) arIIInIlll any W83
In CClIlJIICtklft with thlllIJ'04lIIIllII& IDd the Equlpmeal, lnebxlllli
without IImllatJon, manufacture of EqulplllClllt,lta IOIoctIoa,
purdwIe, dcIlvory. pcIll8ClS8Ion, UIe.operation orreturn and the
ret!I:Nf1l'Y ordalllll uDder IIISUl'8DOO polIcICI
thereon. Tllta indemnification sbaIllUrvlvo @ 8IIISoulhMatiIty
the l.ormlna11on or Oli, Agreement. . ._-

7b",~ bv.1/f1lJI'BIUSotIlh lIo11UU11'IfJlI-ltGlIw PliK-1teep II&U brotJIIun1lorgourrewrd&
ESN: PRIMARY PHONE (USED WHENROAMING) _
DEECRIPTJON -.;.._
ESN:SECONIWlYPHONE(NafUSEDWHENROAMING) _
DmcRlPTION .CELLULARNUMBER(, _
RATEPLAN _

.IntroducingAFeature
Never Before Shared By

Two Cellular Phones.
@

BelISouth Mobility
... NUSOUTHee.-



OurNew2Phones/1 Number-- Service Lets
People Call Either OfYour Cellular Phones

With Just One Number. ~F=--::-
It's commonly known that cellular ii C'~~~':'t

phones do have much in common. ~ut I~ :-:-: ~ t
never before ~v~ they shared this sm- ~ :,~ ~ .~J j

~~~~1=~service. ·11_m
'''.._.....

Which means people can reach you

~=~~:J:~= Ii""IINo othercellular companymakes it I fI,

1!liiiil1!iii4~11I'-:~~~~~Andals~"~ ."" I •
, The bottom line is. calling you is I'~-."-E'"'much easier. Foryourclients,business ~
associates, friends and family. Because l2fl4t

they have just one number to call. I. .
Suddenly, you're more available. @

You're easier to find. You're staying in ij'~~ .

touch and on top. . ~ .....
And to make matters even easier,you :~

receive just one bill for your two phones. "
So talk about our

new2Phones/1 Number'" @
serviCe with your BellSouth ~ BeliSouth Mobility
Mobility representative today. ABEUSCXJTH Company

Phones featured byMotorola.

10"'~btI_ &lISouU&AIobIlUt~allinwofQCtlvaIIofL
Customeracknow~ that he!she has readand understands the terlns andconditions of this progt'8Il1
set forth on the reverse side of this brochure and agrees to be bound by them.

BELUlOUllI MOBlLlTV INC AtmiORIZED USER
NA},lE N.~:K-b· _

'ITl'IE m1..E _

Et/AOENI"CODE SOC1ALS.n.r1ll'l'Y t _

S10NAnJRE SJGNAnJRE _

~TE n~,.E _


